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Overview

• Web Security as a Service (WebSecaaS) is a 
cloud-based security solution. It monitors web 
traffic to ensure end-users surf and use the 
Internet according to policies and rules 
created by their employees and service 
providers.

• WebSecaaS uses a proven Security-as-a 
Service (SaaS) deployment model that is easy 
to set-up and administer, enabling Companies 
to support a mobile workforce and operate 
their own “bring-your-own-device” (BYOD) 
policy.

• WebSecaaS is designed especially for small to 
mid-tier businesses (SMBs) providing them with 
tools to: 

 * Manage compliance - ensure inappropriate or  
  illegal sites are not visited using Company  
   infrastructure. 

 * Manage employee productivity – ensuring  
  company time and bandwidth is not wasted on  
  unnecessary web usage.

Standout features

• Optimized for SMBs – Small to mid-tier 
businesses (SMBs) lead adoption of the new 
model and WebSecaaS is designed with them 
in mind.

• Scales to the enterprise – the WebSecaaS 
platform is capable of supporting enterprise 
and mid-tier users.

• High-performance protection – leading market 
anti-malware protects against known and new 
web threats as well as Advanced Persistent 
Threats (APTs).

• Flexibility to suit your customer needs - easily 
creates highly granular policies based on 
users, groups, and locations.

• Designed for all platforms - solutions for 
roaming users, smartphones and tablets 
including BYOD.

• Generates new applications - enforces 
compliance, and ensures productivity with 
highly accurate URL filtering.

• Comprehensive customer dashboard with 
user-friendly interface.
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Benefits

Advanced Protection

Antivirus
Reduces the risk of malware infection or time-consuming cleanups by acting as a defensive barrier 
between users and the Internet. This provides immediate protection from viruses and spyware anywhere 
and whichever way you connect.

URL Protection
Blocks connections to phishing and other malicious sites, preventing infection and loss of 
login/credential data. The system is continuously updated with the most up-to-date information on 
phishing, advanced persistent threats, and other unsafe sites, blocking any request to these pages.  

Always Up-to-Date
Ensures security is always the latest and of top quality by checking all web traffic against 
Up-to-the-Second threat profiles. This provides companies with instant protection from new threats as 
they emerge without any need for time-consuming updates. 

Extend Security to Mobile Users

Mobile Device Coverage
Provides security to smartphones and tablets. Irrespective of location or device ownership, Android and 
iOS users are protected from web malware, phishing attacks, and botnet access while conforming to 
company browsing policy. With cloud based processing, there is no impact on device performance or 
battery life.  



Control of Security, Compliance and Productivity

URL Categorization
Enforces acceptable user policy, based on user, group, device, location, or time of day. WebSecaaS 
provides 64 URL categories as standard including the ones used by security threats such as advanced 
persistent threats. This is organized for maximum analysis and control. Companies can create their own 
categories for their own whitelists and blacklists. 

Great User Experience

Local Access and Low Latency
The WebSecaaS global platform gives you local access with low latency for a consistently satisfying 
browsing experience, regardless of device or user location. 

Simple Management

Intuitive Interface
Deployment and configuration is easy with our intuitive interface. With WebSecaaS, Companies can 
create policies specific to their needs and corporate structure, in just a few minutes. Our advanced 
dashboard gives instant insight into all current threats and traffic usage. 

Web Security Standard Web Security Plus

URL Filtering URL Filtering

Content Filtering Content Filtering

Safe searching Safe searching

 Mobile support

 SSL

 Anti-virus scanning


